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Abstract: 

Several organizations, mostly governmental, have adopted information systems for 

management. They are considered especially helpful for large projects that have a high degree 

of complexity. Due to this, most firms, especially in developing countries like Jordan, can 

remain on their core functions with the successful adoption of cloud-based management 

information systems. This study primarily focuses on the systematic review of several studies 

in the literature that have evaluated management information system through cloud 

computing technology. In order to achieve the aim of this study, a systematic review of 

management and business process journals is conducted Results returned are evaluated and 

assessed to understand principle functioning of information systems, their uses in 

management, and adaptation of cloud-based MIS. Results of the assessment are compiled and 

a collective conclusion about the adoption of cloud-based MIS has been discerned for our 

present study. Findings indicate a structural focus on cloud-based management information 

systems among small and medium enterprises, several organizations, mostly governmental as 

well as industrial giants. Therefore, through this research study, the applicability of cloud-

based MIS into the management processes is explored and highlighted. Various advantages 

and applications of cloud-based MIS in outsourcing and management are compiled from 

related studies in the literature.  
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1. Introduction  

Management information systems are burgeoning into widely accepted modes of process 

management in several industries. It is of special consequence in projects of high complexity. 

Information systems provide an edge in the effective management of complex and 

multifaceted projects (Altamony et al., 2012; Khalid et al., 2018). Therefore, governmental 

organizations have witnessed a sudden upsurge in the use of management information 

systems and wide transformation in the sector of management information systems has been 

witnessed in recent times. The drastic changes in the environment of business development 

are attributed to the accuracy, safety of information, and cutting-edge technological 

parameters (Pan & Jang, 2008; Sultan, 2010). As a result, innovation in information technology 

has led to widespread adoption of cutting edge technologies of cloud computing for business 

management (Menzel & Meinel, 2010; Karajeh & Maqableh, 2014). Businesses benefit greatly 

from the use of cloud-based technology owing to its sustained (Armbrust et al., 2010). Use of 

cloud-based computing has been adapted into mainstream information systems. Technologies 

of operating systems, solutions for technological platforms, software applications, etc. are 

being used increasingly in businesses (Tuncay, 2010).   

Market dynamics of cloud computing have transformed in recent times depending on various 

models of value additions in cloud computing (Hoefer & Karagiannis, 2010). Cloud computing 

emerges from the perspectives of information technology. The purpose of cloud computing 

varies such as technology as well as business. Resources of information technology can be 

accessed from anywhere with ease, which provides an enhanced credibility to business 

management. In addition, users of IT procure a high functionality along with protecting the 

interest of the provider of cloud service (Navimipour & Soltani 2016). Therefore, to facilitate 

the orchestration of IT service provision through cloud-based platforms, it is essential to 

overcome several challenges. One primary challenge typically faced in cloud-based 

management information systems is load balancing (Navimipour & Zareie, 2015). Since it is 

crucial for optimal execution of allocated work, companies are increasingly adopting cloud-

based MIS into their business processes. Appropriate mechanisms need to be adapted for 

balancing of loads to avoid over or under loading events (Aghdam & Navimipour, 2016). 

Several cloud technologies have emerged in recent times and are being used in the field of 

information technology and information systems (Mohamed, Al-Jaroodi, & Eid, 2013). 

Solutions including peer-to-peer computing, expert cloud, social networks, are being used 

extensively in information systems (Sharma et al., 2010). Among these technology solutions, 

cloud computing has emerged as a prominent technology (Marston et al., 2011). Cloud 

computing facilitates several on-demand advantages to users as it primarily includes a 

networking-based mode of operation. Hence, users are able to access and store large amounts 

of data, which is of specific advantage to companies with large volumes of process-related 

data. (Liu et al., 2017). Several studies and research initiatives in the field of cloud computing 

have been conducted for analysis of cloud-based management information systems. It has a 

prominent advantage of multiple platforms and demand-based service provision to users of 

multiple systems (Kupiainen et al., 2015). Conceptually, cloud-based information systems are 

derived from the computing of grid-based and distributed systems of computing (Khanli & 

Razavi, 2008). This provides the advantage of the speed and facilitating communication across 

multiple platforms. Majority of the data for the use of cloud systems are primarily stored on 

server systems (Kalra & Singh, 2015). However, most of the ordinary applications are facilitated 

through online portals (Katyal & Mishra, 2013). One of the primary advantages of cloud-based 

MIS is the provision of user-friendly platforms allow for ease of use and wide accessibility. 

Additionally, cloud-based services do not require knowledge of technology among users (De 

Falco et al., 2015). Ease of access provides a platform for users to store and access data of high 
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priority without the requirement of complex technological knowledge (Dodonov & de Mello, 

2010). Alongside these requirements, the consolidation of information systems of an 

organisation requires consorted storage and utilisation spaces (Daraghmi & Yuan, 2015). 

Availability of these sources on the internet-based platform increases accessibility manifold. 

Therefore, most firms prefer the utilization of cloud-based MIS in their businesses. 

Subsequently, as there is a necessitation of scalability and dynamism in information systems, 

therefore, it is important to use a dynamic platform such as cloud computing (Chiregi & 

Navimipour, 2016). Since services associated with cloud computing include several resources 

require frequent visualization and are based on internet-based networking, there is a need for 

efficient platform for its incorporation (Melville, 2010). Platforms for cloud-based management 

information systems develop a crucial platform for developing ideal scenarios of remote 

computing sites whereas communication, data storage, and management are essential within 

organizations (Celesti et al., 2012). Due to the indispensable advantages provided by cloud-

based services, they are typically designed to aid in process and employee management and 

networking in businesses. Therefore, the applications required for cloud-based information 

systems typically require a platform that is scalable and flexible (Rath et al., 2012). Owing to 

the crucially for these services to have scalability and elasticity for facilitating rapid 

collaboration between various platforms, there is a need to incorporate cloud-based MIS in all 

systems across the organization. Hence, for effective performance grading in firms, there is a 

constant requirement for initiation of moderate services (Low et al., 2011).  

In any moderate environment of computing, there is a growing need for evaluation and 

endurance of coordinated data management (Wade & Hulland, 2004). Therefore, for 

successful interaction between systems and facilitation of varied services pertinent to the 

company, there needs to be an association between each regulation of software. Such 

coordination is possible through cloud computing systems (Wade & Hulland, 2004). In 

scenarios lacking coordinated data access, overloading of data frequently occurs (Khalid et al., 

2018), which is why, management information systems have gained vast popularity in recent 

times due to the intervention of cloud-based management. The confidentiality of data, 

authentication and access control issues could be addressed in cloud computing by increasing 

the cloud reliability and trustworthiness (Rakesh et al., 2014). Due to the uncompromised 

quality of data operations, most firms and organizations have an additional preference for 

utilization of data systems based on cloud computing (Asghari & Navimipour, 2016). Typically, 

overloading is a natural occurrence in the typical computing platform of organizational data. 

An unintended need for the facilitation of data requirements on multiple platforms connected 

through a network is present in large-scale organizations (Banerjee et al., 2015). Furthermore, 

the workload on computing systems can increase excessively in systems of typical 

organizational purposes. Networking through cloud computing-based systems of information 

management greatly aids the facilitation of network-based data computation and 

management (Marston et al., 2011). Through cloud, computing overloading is managed with 

the help of migration to another source. Typically, when a system experiences overload in the 

work system platform, data is migrated to a different source. This prevents overloading and 

constricted data access. Therefore, three coordinated processes occur in cloud computing:  i. 

balancing of data load where the workload data is checked for excessive threshold; ii. Resource 

discovery, where alternate resources are identified; and iii. Workload migration through which 

the excessive workload is transferred to the chosen alternate resource. In cases of exceeding 

of workload, an alternate system is discovered which acts as a suitable resource, and it is 

selected for migration. Ultimately, data is migrated to this alternate system or platform 

(Asghari & Navimipour, 2016). Abundant overloading is thus controlled in cloud-based 

systems. It possesses the high potential of data management in organizational data sets of high 
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volumes and complexity (Marston et al., 2011). Cloud-based MIS platform provides necessary 

operational access and easy replacement through data scalability. Employment of cloud-based 

information systems, therefore, increases reliability, data coordination, and accessibility, which 

is a pertinent solution to data overload problems discussed above (Armbrust et al., 2010).   

2. Literature Review 

Management information systems through cloud-based platforms have emerged as a popular 

tool of data management among organizations. Cloud management of data provides non-

transparency within the market owing to higher degrees of adaptation among service 

providers and clients (Repschlaeger et al., 2012). Several heterogeneous providers of services 

and models of cloud computing have emerged as competent markets of cloud service 

alignment. Due to an extended degree of efficiency provided by the cloud platform, the usage 

of cloud-based systems in management information systems has increased voluminously 

(Khalid et al., 2018).  Cloud-based computing systems render efficiency as well as facilitate the 

inclusion of various datasets that have compromised accessibility within normal systems 

(Melville, 2010) and it provide sustained orientation to service provision and management. 

Evaluation of cloud computing within information systems demonstrates higher efficiency and 

value addition. (Tuncay, 2010) It has a potential ability to flexible access to data networks as 

cloud-based MIS systems are adept in handling the complex data-sets that are frequently used 

in company processes (Navimipour & Soltani, 2016).  

The main reasons for adoption of MIS based on cloud computing formulation include an 

overall reduction in costs to the company, increased efficiency of data management, 

regulation of data flow, and accuracy of handling of data. Organizational data management is 

complex on levels of workload balancing, and storage; therefore, discrepancies in both of 

these functional operations can result in data loss. Cloud computing possesses technological 

semblances to Enterprise Resource Planning (ERP), email, software such as MS Office, etc. 

However, it utilizes a ubiquitous resource bank. These resources are based on a platform that 

allows for data sharing (Tuncay, 2010). Therefore, organizations prefer cloud-based systems as 

they allow cloud data sharing to business partners and other stakeholders of the concerned 

data bank. Businesses are potentially benefited from ubiquitous data resource access and 

sharing as they are involved in coordination between various concerned parties (Low et al., 

2011).  

Cloud-based systems of MIS include several servers that are managed within the system. 

Therefore, there is a coordinated exchange of data between these servers. This provides for 

easy exchange of information and higher accessibility (Alakeel, 2010). Since the accuracy and 

reliability of data remain unaltered, protected data is transferred between stakeholders 

including employees of the business as well as partners in trade. Hence, telecommunication 

systems play a vital role in data management as well as facilitating the necessary network for 

reliable functioning of cloud-based MIS, (Abdulhamid et al., 2014). Additionally, the progress of 

cloud networking to 3G, FTTH, WiMax, and 4G platforms has a major role in the enhancement 

of data delivery speed and resource sharing. Therefore, organizations view cloud-based MIS as 

a futuristic and novel intervention in their data management (Repschlaeger et al., 2012). 

Seamless data access and delivery of information are facilitated by services of cloud 

computing. Technological support that renders stability of quality to organizational data 

initiates a wide response to cloud computation (Navimipour et al., 2015). Organizations view 

services of cloud computing as a reliable basis for potential management of data delivery. It is 

customizable to data formulation and management based on the enormity of data loading 

(Dodonov & de Mello, 2010). In addition, data load balancing in cloud MIS is carried out based 

on algorithms that facilitate easy computation (Repschlaeger et al., 2012). Since regulation of 

data is available in cloud-based systems for the end user, MIS is thoroughly regulated within 
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the cloud computing system, and organizational information is controlled, analyzed, and 

integrated based on its functional algorithm (Khalid et al., 2018). 

Businesses, both large and small scale, prioritize effective integration of information, therefore 

posing the need for integration of business processes into current information systems is 

emphasized (Abrishami & Naghibzadeh, 2012), thus, cloud-based MIS has gained wide 

popularity (Abdulhamid et al., 2014).  

2.1. Benefits of Cloud Computing  

Business organizations prefer cloud-based MIS due to its connection to technological support 

for business transactions (Repschlaeger et al., 2012). For instance, data sharing and 

information relay between organizations are discerned as the benefits of cloud computing. 

Furthermore, regulated transactions of business information may be carried out through cloud 

systems are also perceived as the benefits of using cloud computing (Tuncay, 2010). In addition 

to the failure of information systems of organizations that can be checked by employing cloud-

based systems (Navimipour & Zareie, 2015). Transactions of businesses, as well, including the 

activities of buying, selling, and partnering are transformed by the employment of cloud-based 

services of information system management (Tuncay, 2010).  

Demands in the investment sector have increased several folds with the intervention of rich 

technological advancements (Belton, 2017). Due to this, the complexity of technological 

organization and overview of various elements of business transactions are being considered 

(Koo et al., 2015). Currently, businesses consider interactions between partnering bodies and 

consumer base as a high priority activity. Thereby, through the channelling of futuristic data 

management, the necessary interactive abilities between organizations are regarded as 

imperative. Since most organizations deal with massive data sets, they are switching to cloud-

based MIS to ensure efficient data management. This subsequently results in increased costs 

of data rendering, management, and storage (Archetti et al., 2015).  

Benefits of cloud-based models of MIS are available to all stakeholders of cloud computing 

including service providers and consumers (Tuncay, 2010). Evaluating the basic process of 

cloud coordinated MIS is essential to determine its usage for eventualities that might be 

caused by mismanaged data sets. Organizational MIS has to be free of risk of failure. 

Therefore, businesses place is discerned to have a great emphasis on the accurate 

management of data (Archetti et al., 2015). Moreover, the rapid access to scalable data is 

given high priority by business organizations that have crucial and open-ended data sets for 

primary operations. Since operational and functional management of data becomes a critical 

consideration for industrial giants, scalability and flexibility rendered by cloud-based MIS is 

considered an ideal solution for data management.  

One of the crucial functions of cloud-based MIS in business operations includes the 

appropriate balancing of load (Khalid et al., 2018). In scenarios of overloading of data, it is 

essential to balance the workload to pre-empt failure of the information system of the 

company as it is a crucial challenge for large organizations with massive data reservoirs, 

(Melville, 2010). Therefore, cloud computing provides the solution of data migration to shared 

systems through channelled and progressive telecommunication networks (Rath et al., 2012). 

Telecommunication technological advancements including WiMax, FTTH, and 4G provide 

accurate and rapid execution of data migration (Pan & Jang, 2008). Organizational MIS, 

therefore, relies heavily on cloud-based systems due to the prospect of load balancing and apt 

data management (Sultan, 2010).   

2.2. Challenges, Risks and Importance of Cloud Computing 

Businesses and organizations of small and large scale management are increasingly adopting 

cloud-based management information systems (Mehrtens et al., 2001). The following are 

factors that serve as determinants for the effective adoption of cloud-based MIS: 
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• Infrastructural preparedness of the firm in terms of financial, organization, and personnel level 

elements. 

• Data protection and privacy policies determined by the company which chooses to outsource 

through third-party cloud-based MIS provider. 

• Efficient systems for inflow and outflow of data in cases of internal data management as well 

as in outsourcing. 

The effects of the above-mentioned determinants are discussed below: 

1. Infrastructural preparedness: Any organization that chooses to adopt cloud-based MIS must 

review the availability of various resources of the organization in terms of financial, personnel, 

and process elements. For industrial giants, the adoption may be relatively easy due to higher 

financial strength when compared to small and medium enterprises. Therefore, organizations 

which lack resources to incorporate cloud-based MIS internally can outsource technical 

support to cloud service providers (Asatiani, 2016). Therefore, they can focus on their core 

business area, which ensures subsequently better organizational progress. Additionally, 

businesses can concentrate on the specific needs of their customers to enhance their 

progression in the market (Pan & Jang, 2008). Firms often regard information system 

management as a complex process due to the high volume of data that needs to be managed 

(Leavitt, 2009). 

 For the small and medium enterprises (SMEs), management of information technology and 

information systems has largely reduced (Mehrtens et al., 2001). Since business giants possess 

more financial and related resources along with higher operational range, the adoption of 

cloud-based MIS is easier for them as compared to smaller ventures (Goscinski & Brock 2010). 

However, due to lack of expertise to handle complex data there is a limitation in the context of 

SMEs to non-adoption of cloud services. Therefore, it is essential to outsource data 

management through third-party cloud-based MIS providers to obtain the necessary 

technological support. For information system access, it is important for business progression 

to be consistent (Rath et al., 2012). This places an indispensable need for coordinated business 

management and data operations. Noticeably, there is a prominent lag in information system 

operation among SMEs. Therefore, the migration of data and data sharing need to be carried 

out through effective cloud service providers (Hoefer & Karagiannis, 2010). 

2. Data protection: Businesses of higher dynamism and proactive nature require information 

systems that are well-organized and effective. Therefore, it is imperative to use a system of 

data management which effectively handles the complex and multifaceted business data 

generated in most companies (Sharma et al, 2010).  As the data being generated in most 

organizations is complex, the intervention of technology in management information systems 

of the company can result in increased customer surplus, profitability, and also the rate of 

productivity (Lee, 2001). However, due to lack of internal expertise of using cloud-based MIS, 

outsourcing of all data management protocols, operational, and functional data sets is carried 

out. This results in the appropriate management of customer support (Gangwar et al., 2015). 

Companies which choose to outsource to third-party cloud-based MIS providers need to chalk 

out the privacy policy and data use to avoid misappropriation through unintentional 

vulnerability rendered by third-party services (Alghamdi et al., 2019). Since the strategic value 

of the firm increases due to support in the operational, functional, and productivity sectors, 

adoption of cloud-based MIS provides coherent alignment of their large and complex process 

data. In addition, segments of narrow markets can be accessed through various informational 

contexts with reference to the transitions resulted from the adoption of cloud-based MIS (Lee, 

2001). Subsequently also, it is essential for global market access in terms of the wide 

distribution of information among buyers.  
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3. Data management: Most companies deal with large volumes of complex data which need to 

be managed with precision and safety. Hence, companies make considerable investments for 

data inflow and outflow management, which impacts their scope of business, ultimately 

discouraging them to adopt cloud-based MIS. As a result, there is a high cost to company for 

data management alone. Therefore, access to narrow market regions and sustainable targets 

of business propagation are directly correlated to a reduction in costs to the company in terms 

of data management. Additionally, the availability of the product increases due to the higher 

spectrum of sellers. Also, the cost of product availability and distribution are reduced greatly 

(Hoefer & Karagiannis, 2010). Businesses, especially SMEs have a higher potential of increasing 

product quality along with increased productivity, as data management through cloud-based 

MIS ensures effective data management, thereby enhancing process functionality (Gangwar et 

al., 2015). Existing products can also be sold at higher rates with the help of the formulation of 

new methods of selling. It is, therefore, considered inevitable for companies to consider the 

prospect of management of data through investment in technology in which in turns increased 

business offshoots (Mirchandani & Motwani, 2001).  

2.3. Security and Privacy Threats of Cloud-based Management Information System 

Cloud-based MIS has gained high popularity among businesses as well as government sectors. 

Therefore, cloud-based MIS has become an indispensable part of data management in these 

sectors. Although cloud computing assures data sharing between stakeholders, the protection 

and privacy of data remains a major concern of business strategizing (Navimipour & Zareie, 

2015). 

Protection of data is stable to context and specific requirements of the organization in 

concern. According to Stone & Vance (2010), there are several concerns about successful data 

protection through cloud services due to the following pertinent reasons:  

1- Cloud controlled assets and data are not in the control of the company which adopts cloud-

based MIS. Therefore, the loss of cloud-hosted data eliminates the process of security 

management according to the protocol of the product. IT assets are within the control of cloud 

hosting agents due to which the management of security issues becomes a challenge (Almorsy 

et al., 2011). 

2- There is no particular guarantee of the operation through cloud providers or cloud hosting 

(Almorsy et al., 2011). 

3- There is an impending risk of sharing of important data to market rivals and malicious users 

(Almorsy et al., 2011). 

In the context of businesses and governmental organizations dealing with complex and high 

volumes of data, it is often challenging to trust the cloud platform entirely (Navimipour & 

Zareie, 2015). Therefore, cloud-based MIS needs to be monitored with complete attention to 

specific concerns of data security (Almorsy et al., 2011) As a result, it is essential to handle data 

with accuracy and emphasis on data security issues as they are critical to the privacy policies of 

any business (Armbrust et al., 2010). 

Management and regulation of the heterogeneous stakeholders who have control over data 

management in cloud-based MIS need to be monitored (Almorsy et al., 2011). For SMEs, it is 

challenging to handle heterogeneity due to multiple users in the platform of data management 

(Stone & Vance, 2010). Therefore, the dynamic transfer of data results in a multitude of 

challenging data handling. Several dimensions of sensitive data handling due to a large number 

of intermittent processors of data results in varied appropriation. Consequently, strategic 

planning of data management needs to be made according to the regulated security protocol 

of the company (Almorsy et al., 2011). 

The dependency of businesses and governmental organizations on data outsourcing to cloud 

providers reduces the burden of data management. However, it can have implications on 
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ownership of data, it is important for organizations to plan and manage data according to the 

protocols of their security handling (Almorsy et al, 2011).  

Project planning and constructs of data flow need to be accurate to avoid potential 

misappropriations of data (Gangwar et al., 2015). In cases of businesses handling large 

amounts of data, formulation of data management patterns becomes imperative.  

Several factors need to be considered for challenges in data handling (Archetti et al, 2015). As 

a result, it is essential to consider the factors that are responsible for the potential failure of 

projects. This can lead to failure of deadline achievement and project completion (Mehrtens et 

al., 2001). Consequent losses in management of data are considered important causes for 

business failure, due to which companies typically invest heavily in process data management 

systems. As a result, there is a requirement for finding an alternative solution for data 

management which is cost-effective as well as efficacious (Armbrust et al., 2010).  

Specific security requirements and contents of data being transferred by third party service 

providers are usually unknown to those providers. Specifically, cloud-based MIS involves 

critical data assets of the organization (Mehrtens et al, 2001). However, since the cloud 

platforms and services are not under the control of the company, it makes them susceptible to 

loss of data (Almorsy et al, 2011). Therefore, it is a crucial consideration for the adoption 

decision Most of the security concerns are directed towards cloud-based services including 

web services. However, the security of the underlying platform is often neglected by these 

services. Multiple tenants of cloud service usage, which is the main concern of cloud support 

system, are not addressed by the existing security control options (Almorsy et al., 2011). 

Cloud-hosted assets are subject to security issues which need to be scrutinized and handled 

accurately. 

2.4. Opportunities and Future Scope of Cloud-based MIS 

Project planning in public sectors is an elaborated process and involves huge costs. It is, 

therefore, an expensive and time-consuming activity. These issues result in project planning 

becoming a challenging task for most managers in both public and private sector (Rose et al., 

2018). Adoptions of MIS in both Government and public sector have been proved as cost-

effective and increase the efficiency of time management (Soufi & Maguire, 2007; Alenezi et 

al, 2015, 2017; Kanaan & Masa'deh, 2018). Cloud-based MIS greatly increases the 

apprehension of governmental working and policies among the public (Rose et al., 2018). 

Public cognizance of governmental activities is largely beneficial for national progress. A 

progressive and interactive platform is created between the government and the general 

public. Additionally, services offered by the government have enhanced availability and 

accessibility to the public (Khalid et al., 2018). However, project managers of cloud-based MIS 

are required to possess a varied skill set, they need to utilize their time more effectively as 

prioritization of important tasks is necessary for effective management of tasks. Several 

contemporary challenges in public sector project management have been observed (Khalid et 

al., 2018). Although considerations are variant for companies regardless their size, consumer 

satisfaction is uniform and high for organizations adopting cloud-based MIS (Banerjee et al., 

2015). Primarily, it is of great consequence that cloud-based systems increase interactiveness, 

transparency, reliability, and accessibility (Sharma et al., 2010).  

3. Conceptual Framework 

The conceptual framework typically explains the relationship between various dependent and 

independent variables in a study. This study has indulged in a review of existing literature to 

analyze considerations, problems, and opportunities of cloud-based MIS in different both 

public and private (including SMEs) sector.  

Figure 1 represented below asserts the dependent variables of concerns and opportunities are 

represented on the constant, independent variable ‘cloud-based MIS.’ 
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Dependent variables are classified based on different sectors of industry. This helps in the 

analysis of similarities and dissimilarities between these sectors.  

 
Figure 1. Conceptual model depicting cloud-based management information system adoption 

in different organizations 

 

Conceptual framework development based on analysis of existing literature represents slight 

variations in concerns of these different sectors. However, opportunities discussed for each 

are concurrent. Concerns such as talent acquisition, time management, and prioritization are 

some of the top concerns in the public sector or governmental organizations (Khalid et al., 

2018). In small and medium enterprises (SMEs), public acceptance and risk of adoption need to 

concur. Adoption of cloud-based MIS is a critical decision in the context of SMEs. Also, SMEs 

are typically in inception stages and find decision making a crucial phase of organizational 

growth (Tarhini et al., 2015, 2017a, b; Rose et al., 2018). This is mainly due to various concerns 

such as costs, public acceptance, availability of talent for maintenance and operation of cloud-

based MIS, whereas the security of data is a common concern for all sectors. However, 

opportunities of all are perfect in every sense (Almorsy et al., 2011). Opportunities across 
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these sectors include effective cost management, data provision, transparency of operation, 

functionality. Additionally, customer satisfaction increases due to higher accessibility of data, 

interactiveness, and efficiency of time management (Soufi & Maguire, 2007). Adoption 

decision of cloud-based MIS is therefore subject to specific conditions of the organization, their 

opportunities, growth, nature of data, and availability of project managers capable of handling 

cloud-based MIS. With effective consideration and analysis of concerns and opportunities of 

adoption, the decision-making process is effected (Rath et al., 2012). Conceptual framework 

design provides for a visual representation of specific concerns across all sectors and the 

resulting advantages. . In general, the organizations are faced with a primary concern of data 

security. This can be effectively handled by monitoring and channelling of third-party cloud 

service providers. Therefore, it is imperative that security issues are discussed and agreed 

upon before decision making (Almorsy et al., 2011). Thereby, the increased form of 

accessibility of services to users enhances their preference for cloud-based MIS. Consequently, 

since cloud-based MIS provides scope for interaction with government for service-related 

queries, there is an enhancement of customer satisfaction. Consequently, consumers can 

establish a direct connection with governmental services and access them easily through 

cloud-based MIS adoption. It also increased transparency of services which in turn increased 

trust in governmental services (Armbrust et al., 2010). Data sharing enables effective 

management of time and increased transparency of service provision. Additionally, a higher 

accessibility of necessary data is enabled not just for consumers, but also for all stakeholders. It 

is important to consider opportunities as a driving force of the adoption decision. However, 

specific concerns of data operations through cloud-based MIS need to be addressed and 

resolved (Alghamdi et al., 2019). The conceptual framework helps in identifying particular 

concerns and determination of ways to address them.  

4. Findings and Discussion 

Adoption of cloud-based MIS is a widely discussed prospect due to lucrative opportunities that 

are associated with it. This study conducts a systematic review of existing literature to analyze 

underlying adoption factors, opportunities, challenges, and concerns for different sectors. Also, 

definitive characteristics of cloud-based MIS and challenges involved are determined 

(Repschlaeger et al., 2012). Various attributes of cloud-based MIS are considered such as talent 

and skills required for data management (Archetti, Giordani, & Candelieri, 2015). Project 

planning, strategizing, and data processing come across as major concerns in the adoption of 

cloud-based MIS (Brous, Janssen, & Herder, 2018). 

The study finds that cloud-based MIS increases accessibility, transparency, and customer 

satisfaction (Almarabeh & Majdalawi, 2019). However, data security has been identified as a 

challenging prospect. Additionally, coordination between firms and cloud service providers is 

considered an important factor for increasing reliability of data handling and sharing. 

Organizations need to analyze data access and operational procedures to interpret particular 

advantages as opposed to limitations. Interaction between consumers and firms enhances 

business opportunities for small and medium enterprises. Since transactions of businesses and 

governmental firms gain transparency from the adoption of cloud-based MIS, consumer 

satisfaction and trust expected to be increased greatly. 

Consolidated findings of this study suggest that cloud-based MIS provides excellent 

opportunities for business management, customer interaction, data sharing, planning, and 

strategizing. Prioritization of governmental and organizational services is considered an 

important consideration for effective management of data related to public services (Low et 

al., 2011). Typically, the interaction between stakeholders and partners of business also 

increases due to quick and easy data sharing (Rath et al., 2012). The speed of interaction and 

proactive communication creates the impetus for the higher rate of business management.  
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Data sharing typically occurs through a third party channel which in turns Cloud handle data 

sharing and management done by service providers (Khalid et al., 2018). A threat of 

channelling data to malicious users or industrial competitors is impending. Therefore, 

appropriate security terms of data use and sharing need to be exercised. Moreover, the 

operational flow of data across sectors and stakeholders need to be monitored accurately. 

Considering various challenges and opportunities of data usage, the literature indicates the 

increasing popularity of cloud-based MIS (Almorsy et al, 2011). Management of assets is a 

priority of organizations of all sectors Assets mainly include operational, functional, and 

informational data sets involving several departments of the organizational construct. Due to 

this, project management, strategization, and project planning have been provided emphasis. 

It is considered important to analyse these issues of asset management before deciding 

whether or not to adopt cloud technology (Marston et al., 2010). Therefore, several 

governmental organizations, SMEs, and private firms have been involved in the regulation of 

decision-making processes. Essentially in SMEs, required talent base for effective project 

planning, data management, and asset handling is not available in the initial phases of growth 

(Navimipour & Zareie, 2015). Similarly, in the case of governmental organizations, data 

protection is considered necessary as they involve services of the public sector. Most 

entrepreneurs need to resort to the management of projects by themselves due to lack of 

resources and project managers. Therefore, it is important to consider data management 

issues with close reference to consumer response, data security, and efficiency of handling 

data processing through cloud-based MIS (Almarabeh & Majdalawi, 2019). Quality of data and 

provenance need to be examined appropriately before adoption decision. Continuous 

monitoring of quality parameters as well as security concerns is essential for successful 

incorporation of cloud-based MIS. . Cloud-based MIS adoption in governmental organizations, 

SMEs, and private sector increases the expectancy of value and quality. Additionally, the 

economic implications of adoption are evident. Findings indicate that economical progression 

is correlated with the adoption decision of cloud-based MIS. Enhanced transparency of 

processes and increased accessibility increases consumer base (Brous et al, 2018). 

5. Conclusion 

Cloud-based MIS refers to the management of operations and transactions within an 

organization of either governmental or non-governmental sector through the implementation 

of management information systems supported by cloud services (Navimipour & Zareie, 2015). 

Cloud-based MIS is incorporated in these organizations for asset management, data 

channelling, data processing, and operational management. Recently the popularity of 

adoption of cloud-based systems for an information system has been increased (Navimipour & 

Soltani, 2016). 

Organizations have involved in data sharing, functional process management, and data flow 

through cloud-based platforms (Almorsy et al., 2011). This study comprises analysis of 

determinative characteristics of cloud-based MIS and data management along with examining 

various challenges and opportunities (Brous et al., 2018). Determinants of cloud-based MIS 

adoption include advantages of data processing through cloud-based MI systems, higher 

adaptability, transparency, increased capacity of handling data volumes, asset management, 

cost effectiveness, higher accessibility, customer satisfaction, interaction with the customers 

and time efficiency. (Boos et al., 2013). Moreover, besides these determinants, the size of the 

firm, pressure from the business sector as well as partners and stakeholders forms other 

significant determinants of adoption of cloud-based MIS. It is essential to organize data 

structuring and effective data sharing protocols to assess the implications of data flow through 

third-party cloud service providers. In addition, stakeholders and partners need to be in 

tandem with cloud-based MIS data management for effective adoption and implementation. 
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Along with this, competitive graphs in the market need to be assessed. Market competition 

largely dictates the prospect of adoption. Also, changes inflicted on the business environment, 

information technology data sets, and implementation of data sourcing is crucial factors. This 

has resulted in businesses adopting cloud-based MIS experience migration to the internet and 

web-based platforms. However, prior to the adoption decision, the existing system of 

addressal of security concerns primarily focusing on web-based solutions need to switched 

with efficient practice of definite regulations of data use, and data sharing (Hoefer & 

Karagiannis, 2010; Khwaldeh et al., 2017; Yassien & Mufleh, 2017). This is critical in order to 

avoid sharing to malicious users on internet-based platforms and business competitors in the 

market (Goscinski & Brock, 2010). Partnering with telecommunication service providers for 

cloud-based MIS adoption through technologies such as FTTH and WiMax need to be 

accurately processed. This increases operational strength and security within the organization. 

In contexts of SMEs, there is an inevitable need for appropriate individuals with specific 

knowledge of data management through cloud-based MIS (Low & Chen, 2011). Cloud 

computing technology is witnessing a large increase in usage across various sectors including 

education and business. Adoption of cloud-based MIS is one of the main ways of incorporation 

of cloud computing into existing systems. Operating systems, databases, assets, and 

information is typically migrated into a cloud-based platform to enable efficient data 

management (Armbrust et al., 2010). Migration of data operations into a cloud-based system 

initiates changes in the environment of business operations. This also leads to a paradigm shift 

in interaction with consumer base and partners (Tuncay et al., 2010). Time and cost-

effectiveness may be observed largely due to internet-based processing of data. Since cloud-

based MIS provides enhanced scope for data accessibility, the systematic incorporation of 

cloud-based MIS improves the overall business process (Goscinski& Brock, 2010).  

Research indicates that adoption of cloud-based systems of management information can have 

necessary implications on the determination of the quality of data. This, in turn, facilitates 

improvisation of data quality. Essentially, monitoring of infrastructure of organisational or 

firm-level paradigm is facilitated (Armbrust et al., 2010). Cloud-based MIS adoption provides a 

potential platform for infrastructural and quality assessments. As companies prioritize high 

quality analysis and accuracy of data, data efficiency provided by cloud-based MIS is 

considered the prime advantage of adopting it within organizations of various sectors (Brous et 

al., 2018). Regulatory framework of data management is affected by the adoption of cloud-

based MIS. Cost savings is considered one of the most important factors for adoption decision 

(Wade & Hulland, 2004). Cost cutting in the operational data process and mass engagement of 

management information system results in increased popularity of cloud solution (Ardalan et 

al., 1992). Large data sets are managed by sharing between various reserves, thus eliminating 

the risk of data loss (Melville, 2010). Therefore, it is crucial to enable data sharing through a 

secureprocess to avoid misappropriations. This is one of the main reasons for the increasing 

popularity of cloud-based MIS which provides a competitive advantage to organizations owing 

to its potent opportunities (Rath et al., 2012).   
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